
  

 

 

  

 

 

                                 

 
 
 
 
 
 
 
 
 

Hunmanby and Hertford Police Report 
For September 2023 meetings 

 
 

Breakdown data based on 01/04/2023 to 31/08/2023  
versus same period in previous two years 

 
Group Crime Type 2021-22 2022-23 2023-24 Diff 2024 

from 2023 

Victim Based Arson & Criminal Damage 14 6 17 +11 

Burglary 2 5 4 -1 

Sexual Offences 7 3 4 +1 

Fraud 13 4 7 +3 

Theft 13 10 11 +1 

Vehicle Offences 3 1 5 +4 

Violence against the person 46 83 60 -23 

 Total victim-based crimes 98 112 108 -4 

Drugs offences 6 2 1 -1 

Misc Crimes Against Society 2 1 1 0 

Possession Of Weapons 0 2 0 -2 

Crimes 
Against 
Society 

Public Order Offences 6 16 10 -6 

 Total crimes against society 14 21 12 -9 

 Total 112 133 120 -13 

 

 

 

 

 

 

 

 

 

 

 

 
 



  

 

 

  

 

 

August 2023 
 

There were 146 incidents reported in your area during August. 
 

12/08/2023 19:46 – One vehicle drove into the back of another on Hunmanby Road at Reighton.  The offending 
driver drove away from the scene without exchanging details, the only description of the offending vehicle is a 
grey VW Scirocco.  Please report any information and quote incident 12230155406. 
 
16/08/2023 07:02 – A car struck a motor bike on the roundabout junction of A165 and A1039 Muston Road.  The 
rider suffered minor injuries. 

 
17/08/2023 21:39 – A single vehicle RTC occurred on Flotmanby Lane, Muston whereby the car end up on its 
roof.  The driver suffered minor injuries. 

 
20/08/2023 14:19 – An unknown couple stole a bottle of alcohol from Coop on Brid Street in Hunmanby.  This is 
currently under investigation. 

 
21/08/2023 07:08 – Officers attended a report of a vehicle in a ditch on Sands Lane, Hunmanby.  The 
circumstances as to how this vehicle ended up in the ditch are currently under investigation. 
 
During August we dealt with 964 incidents across the area as a whole, a breakdown of these follows (not inclusive 
of all incidents): -   

• 12 injury or fatal RTCs. 

• 28 damage only RTCs. 

• 46 road related offences, drink/drug driving, no insurance/license/dangerous driving/speeding etc… 

• 63 reports of suspicious circumstances. 

• 12 missing persons. 

• 0 firearms/weapons incidents. 

• 2 hoax calls. 

• 79 domestic incidents/violence. 

• 93 concern for safety incidents. 

• 4 civil disputes. 

• 5 animal incidents 

• 19 highway disruptions 

• 97 violence crimes. 

• 13 sexual offences. 

• 31 thefts. 

• 3 stolen motor vehicle. 

• 5 fraud or forgery. 

• 4 drug offence. 

• 14 criminal damages. 

• 7 dwelling or commercial burglaries. 

• 2 auto crimes. 
• 89 anti-social behaviour reports. 

 
In addition to the crime stats, we also have access to data to show how many total incidents and crimes your local 
Officers have attended.  The below figures are for all Parishes/Towns covered by Filey and Eastfield Police Station 
and includes ALL incidents and crimes. 
 

Time period Total incidents 

01/04/2023 – 31/08/2023 4505 – Average 901 per month 

01/04/2022– 31/08/2022 4562 – Average 912 per month 

01/04/2021 – 31/08/2021 4520 – Average 904 per month - (main covid lockdowns) 

01/04/2020 – 31/08/2020 4648 – Average 930 per month 

01/04/2019 – 31/08/2019 4803 – Average 961 per month 
 

Areas in blue and yellow – covered from Eastfield Police station.  Areas in green – covered from Filey Police 
Station. 



  

 

  

 

 

 
 

 
Would you like a member of Police staff of volunteer to attend your event? 

 
Filey SNT & or Police Volunteers would like to attend some of the local events in your area to provide information 
on topics such as Fraud, Crime Prevention, rural safety etc.  This would not be a formal presentation and we can 
tailor the information to each particular event. 
 
If you are aware of any meetings taking place which you think suitable, please let us know Dates and Place and Times 
and we will endeavour to get to some of them.  Please email matthew.hazelwood@northyorkshire.police.uk if you 
would like more information or to book the volunteers.   
 
Other News 
 
Please note that in addition to the traditional 999 or 101 we can be contacted on our email address is 
snafiley@northyorkshire.pnn.police.uk. Please do not report incidents to this email, but if you would like to speak 
to a member of our team for advice then please use it.  Incidents can also be reported direct on 
www.northyorkshire.police.uk 
 
If an incident of Anti-Social Behaviour occurs which you would like Police to deal with then please report this as soon 
as possible after the event to allow Officers the best chance to deal with the culprits.  Please do not wait until next 
time you happen to bump into an Officer or Parish Councillor.  It allows us to make connections with other incidents 
and deal with individuals for patterns of behaviour rather than incidents in isolation.  It does not matter if no suspects 
have been seen or cannot be identified; we may have this reported on another nearby incident and be able to link 
them. 
 
If you wish to look at crime statistics, along with stop-searches, news & events and other information for your area, 
then please visit www.police.uk.  This website has been updated and has new sections with more detailed statistics 
relating to your area.  There is a multitude of information on this website.  You can also search for general Police 
advice on this website - https://www.askthe.police.uk/content/default.mth 
 
North Yorkshire Community Messenger 
 

mailto:matthew.hazelwood@northyorkshire.police.uk
mailto:snafiley@northyorkshire.pnn.police.uk
http://www.northyorkshire.police.uk/
http://www.police.uk/
https://www.askthe.police.uk/content/default.mth


  

 

 

  

 

 

This is a free email alert service from North Yorkshire Police. Our local teams use the system to let you know 
what's happening in your area. 

• You can sign up to receive alerts about events, crime appeals, safety advice and much more. 

• The alerts can be tailored to where you live and work. 

• You can unsubscribe at any time. 
When you sign up, you'll be able to select the type of alerts you'd like to receive, including: 

• various watch schemes for business owners 

• a monthly fraud round-up newsletter. 
  
Sign up here - https://www.northyorkshirecommunitymessaging.co.uk/#signup-section 
 
Community Speedwatch  
 
Two Police volunteers are now trained in Community Speedwatch and have been attending specified locations in 
our Policing area with a speed gun.  The volunteers are directed to these areas which have been assessed as 
meeting the requirements for this targeted activity.  Locations attended in August and the results from these are 
as follows: - 
 

Location Number of vehicles Number of offences 

Musham Bank Road, Crossgates 175 0 - none 

Hunmanby Street, Muston. 97 2 

Main Street, Reighton 40 1 

 
 
  

https://www.northyorkshirecommunitymessaging.co.uk/#signup-section


  

 

  

 

 Community Safety Advice – 
September 2023 
 

Cyber Crime and Online Security 
 

Today, I received this email      
 

As you can see, it looks harmless 
enough at first glance … but look 
closer.  
 
Look at the “sender” address, 
what is wrong with it?  You would 
expect it to come from 
donotreply@royalmail or some 
such, but it does not; it comes 
from a completely bogus website 
address (underlined).    And, more 
importantly, I’m not expecting a 
package from Royal Mail!! 
 
The “To” information is not correct either, I would expect it to say my name, possibly, but certainly not to say 
undelievered-67440@parcel.info!  The scammers “hook” is you only have to pay £2.99 but the moment you give 
them all your banking details, you can say goodbye to whatever monies you have!  So do not swallow the line of 
“proceed now” as that will take you to another part of their bogus and dangerous website (smart-touch.com.vn) for 
you to input your personal details so give yourself 5 minutes to have a long hard think about what you are seeing. 
 

General Hints and Tips 
 
Cyber criminals may contact you by email, text, phone call or via social media and they will pretend to be someone 
(or some organisation) you can trust. 
 
It used to be very easy to spot scams, but sadly as time has progressed, they have got better at it so we need to be 
“on guard” all the time! 
 

❖ Is the message claiming to be from an Authority, someone official, for example, your bank, doctor, 
solicitor, government department? Criminals often pretend to be important people as we are “pre-
programmed” to believe those in authority. 
 

❖ Is the message saying you only have a limited time to respond? Criminals often threaten you with 
a fine or other negative consequences if you don’t respond. 

 
❖ Short Supply?  Is the message staying that someone is in short supply, like concert tickets, 

money or a cure for medical conditions?  Fear of missing out on a good deal or opportunity can 
make us respond more quickly that we normally would. 
 

❖ Are you expecting a message?  Criminals often exploit current news stories, big events, or 
specific times of year (like tax reporting) to make their scam seem more relevant. 
 

How to check if a message is genuine 
 

If you have any doubts about a message received, contact the organisation directly (don’t follow links in an email, 
use your own browser and type in the details) on their official website. 
 



  

 

 

  

 

 

Remember, your bank (or any other official source) will never ask you to supply personal information via an email, 
or call and ask you to confirm your bank account details. If you suspect someone is not who they claim to be, hang 
up – contact the organisation directly.  If you have paper statements or a credit card from the organisation, official 
contact details are often written on them. 
 
Romance Fraud 
Oh my gosh – when you are alone and feel lonely it is so easy to start trawling websites “looking for love” as we all 
want to be loved, don’t we and there is nothing so soul destroying as loneliness, especially in the winter months 
when days/nights can be dark.  So, the following has been taken from the Action Fraud website and is quoted 
verbatim so as not to dilute the message. 
 
What is Romance Fraud? 
Romance scams involve people being duped into sending money to criminals who go to great lengths to gain their 
trust and convince them that they are in a genuine relationship. They use language to manipulate, persuade and 
exploit so that requests for money do not raise alarm bells. These requests might be highly emotive, such as criminals 
claiming they need money for emergency medical care, or to pay for transport costs to visit the victim if they are 
overseas. Scammers will often build a relationship with their victims over time. 

Signs your friend or family member may be involved in a romance scam: 

• They may be very secretive about their relationship or provide excuses for why their online partner has not 
video called or met them in person. They might become hostile or angry and withdraw from conversation 
when you ask any questions about their partner. 

• They may express very strong emotions and commitment to someone they have only just met. 

• They have sent, or are planning to send, money to someone they have not met face-to-face. They may take 
out loans or withdraw from their pension to send money. 

How users can stay safe from romance scams: 

• Be suspicious of any requests for money from someone you have never met in person, particularly if you 
have only recently met online. 

• Speak to your family or friends to get advice. 

• Profile photos may not be genuine, do your research first. Performing a reverse image search on a search 
engine can find photos that have been taken from somewhere, or someone, else. 

It is important that no matter how long you’ve been speaking to someone online and how much you think you trust 
them, if you have not met them in person, it’s important that you do not: 

o Send them any money. 
o Allow them access to your bank account. 
o Transfer money on their behalf 
o Take a loan out for them. 
o Provide copies of your personal documents such as passports or driving licenses 
o Invest your own money on their behalf or on their advice. 
o Purchase and send the codes on gift cards from Amazon or iTunes. 
o Agree to receive and/or send parcels on their behalf (laptops, mobile phones etc.) 

How to Report Romance Fraud 
If you think you have been a victim of a romance scam, do not feel ashamed or embarrassed - you are not alone. 
Contact your bank immediately and report it to Action Fraud on 0300 123 2040 or via actionfraud.police.uk. If you 
are in Scotland, please report to Police Scotland directly by calling 101. 

Please be very careful when chatting to someone online – they could just be after your money, not your heart 

Do not fall for scams “hook, line & sinker” – be safe, be wise online by “taking 5”. 
   
Until next time …… Stay Safe out there! 
Mrs Trish Colling 

https://support.google.com/websearch/answer/1325808?co=GENIE.Platform%3DDesktop&hl=en&oco=0


  

 

  

 

 

 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
For any complaints regarding 101 or other issues, please go to the North Yorkshire Police Website, 
click – Contact us at the top of the page, then ‘complain to us box’ 
 
Or go straight to it by this link - https://northyorkshire.police.uk/contact/complain-to-us/  
 

Local News 
 
Here is where you will see local news posted – could be a forthcoming fete, Show or 
roadshow. Contact Matthew.Hazelwood@northyorkshire.police.uk to “advertise” your event 
here !! 
 
 

https://northyorkshire.police.uk/contact/complain-to-us/
mailto:communityspeedwatch@northyorkshire.police.uk
http://www.immobilise.com/
mailto:Matthew.Hazelwood@northyorkshire.police.uk


  

 

 

  

 

 

 

To contact Local officers please call 101 and select Option Two and 

state either officer’s full name or collar number. Please do not report 

incidents via this method – please dial 101 and select Option One to 

speak to an operator. 
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Your Local Team 
 

Beat Manager 

PC 341 Jackson  

Olivia.Jackson@northyorkshire.police.uk 

 
PCSOs 
PCSO 5565 Johnson 

Jason.Johnson@northyorkshire.police.uk 

07741174841 

 
PCSO 5241 Mainprize 

David.Mainprize@northyorkshire.police.uk 

07741174939 

 
Useful Contact Numbers 
 

NYC Highways        0300 131 2131 

NYC Dog Warden                 0300 131 2 131 

NYC Noise Complaint       0300 131 2 131 

NYC Food Safety Report  0300 131 2 131 

NYC Community Safety    0300 131 2 131 

NHS 111 

Action Fraud                         0300 123 2040 

 
North Yorkshire Council Services can be reported online 
at www.northyorks.gov.uk 

 

mailto:Olivia.Jackson@northyorkshire.police.uk
mailto:Jason.Johnson@northyorkshire.police.uk
mailto:David.Mainprize@northyorkshire.police.uk
https://eur02.safelinks.protection.outlook.com/?url=http%3A%2F%2Fwww.northyorks.gov.uk%2F&data=05%7C01%7CMatthew.Hazelwood%40northyorkshire.police.uk%7Cd2c2cdbde4ee4d3bcca008db76f420d4%7C2c84bc9193af476e9721cdad67cb3ead%7C0%7C0%7C638234563109063581%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C3000%7C%7C%7C&sdata=9X8%2BywGncIWZFttu0eOKUF0QWTrfLHSz%2FHBeeEQXNMo%3D&reserved=0

